
Data Sheet | Consumer Security Solutions 

 
 

 
 

McAfee® Personal Firewall Plus 
Proven security that helps prevent hacker attacks 
 

The Internet has revolutionized the way we 

communicate, shop, and bank, making it 
easier for users to communicate with any 

website or individual PC.  

When you connect to the Internet without 
personal firewall protection you become 
extremely vulnerable to hacker attacks. Hackers 
can access sensitive personal information, such as 
credit card numbers or on-line tax records, 
making you a potential identity thief victim.   

Control access to your computer 

When you connect to the Internet without a 
firewall, you’re vulnerable to hacker attacks. 
Hackers can steal your credit card numbers, tax 
records and passwords, or even disable your PC 
completely.  They can also remotely install 
programs that capture and send your personal 
information over the Internet.  With its intelligent 
monitoring of Internet traffic, Personal Firewall 
Plus prevents unwanted inbound and outbound 
connections, keeping your information – and your 
PC – safe. 

 

 

 

Complete inbound and outbound protection 
for safe Internet access.  

Pre-set security levels, ranging from ‘open’ to 
‘lockdown’, allow you to quickly configure 
your firewall settings 

Advanced outbound access controls for 
granting an application Internet access, for a 
specified session only, or for the complete, 
immediate lockdown of your Internet 
connection if you suspect an attack is taking 
place. 

 Identify the source of attacks 

Hackers can try to break into your PC from 
anywhere in the world. With easy-to-read, activity 
maps, Personal Firewall Plus identifies the source 
of potentially hostile attacks. And to help you stay 
safe from future attacks, Personal Firewall Plus is 
the only firewall integrated with HackerWatch.org, 
a site dedicated to providing additional 
information on hackers and self-testing tools. 

 
 
McAfee Personal Firewall Plus visual trace helps track the 
source of a potential hacker attempt.  

 

 

Hackerwatch.org integration links to an anti-
hacking database and Worldwide Hacker 
Activity Map, offering tips on responding to 
specific attacks, self-testing tools and channels 
to notify online authorities of hacker events 

Logs unsolicited inbound connection 
attempts, which can be viewed, sorted, and 
exported for delivery to third parties, such as 
ISPs. 
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 Get the confidence of always-on, 
always up-to-date security 

It’s a hassle to keep track of security updates and 
warnings, but with McAfee you don’t have to 
worry. Our comprehensive, proven products 
feature automatic updates, and our unmatched 
security expertise ensures that you always have 
the latest protection. 
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Auto-updates run silently in the background, 
ensuring you’re always protected from 
emerging and evolving security threats. 

Real people, real help, for free, our experts are 
available 24 hours a day, seven days a week via 
Internet chat at www.mcafeehelp.com 

30-day money-back guarantee 

Easily manage the security of your PC 

Personal Firewall Plus’ intuitive interface provides 
an effortless way to configure, manage, and 
control Internet traffic.  With advanced 
monitoring, color-coded security alerts, and 
detailed logging, Personal Firewall Plus secures 
your PC while you’re online.  

Intelligent application handling 
automatically denies outbound Internet 
access to known malicious applications, while 
allowing pre-trusted applications to connect 
without unnecessary alerts or false alarms.   

‘Quiet, load-and-go’ installation makes it 
easier to install immediate, pre-configured 
protection. 

One-click home network support allows 
novice users to configure use on a home 
network. 

Gaming suspend mode auto-detects 
whenever you’re in ‘full screen’ mode, 
suppressing firewall pop-up messages and 
enhancing your on-line experience. 

 

 

 System Requirements 
Microsoft® Windows 98, Me, 2000, or XP 
Personal computer with Pentium-compatible 
processor 

Windows 98, 2000: 133 MHz or higher 
Windows Me: 150 MHz or higher 
Windows XP (Home and Pro): 300 MHz or 
higher 

RAM 
Windows 98, Me, 2000: 64 MB 
 Windows XP (Home and Pro): 128 MB 

35 MB hard disk space 
Microsoft® Internet Explorer 5.5 or later 
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