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  Ochrana proti  
  virům a malware 

Úplná ochrana proti virům, spyware i malware 
– neúnavný zabezpečovací software sleduje a 
blokuje nebezpečné e-maily, nebezpečný webový 
obsah a online hrozby, jako jsou viry, trojské koně, 
spyware nebo rootkity.

Ochrana v reálném čase – pachatelé 
kybernetické kriminality jsou mistři převleků. 
Pokud něco nového vypadá podezřele, aktivní 
antivirová ochrana McAfee® Active Protection™ 
ihned rozpozná nebezpečí a pomůže vám 
ochránit bezpečí vašeho počítače.

Obousměrná brána firewall – zabezpečovací 
software s přidanými vrstvami ochrany blokuje 
přístup zločincům a brání jim v napadení vašeho 
počítače nebo vyhledávání vašich osobních údajů. 
Tato „dopravní policie“ nepřetržitě brání škodlivým 
programům v přístupu do vašeho počítače.

Bezpečné vyhledávání a nakupování – 
barevně označené ikony vedle vašeho výsledku 
vyhledávání vás ještě dřív, než kliknete, informují 
o tom, které stránky jsou bezpečné a které 
mohou instalovat do vašeho počítače nebezpečný 
kód, ukrást vám vaši identitu nebo vám poslat 
nevyžádanou poštu.

Rychlé spuštění a skenování – investujeme 
do výkonnosti, abyste mohli svůj digitální život 
žít naplno – procházet internetem, nakupovat a 
komunikovat online s co nejmenším zdržením.

Digitální skartovač – průběžně ničí citlivé 
soubory, aby se nedostaly do neoprávněných 
rukou, když svůj počítač někomu věnujete, 
recyklujete nebo půjčíte.

Ladění počítače – nepoužívané aplikace, 
vyhledané soubory v mezipaměti a další smetí 
zpomalují váš počítač. Software McAfee 
QuickClean™ tyto nepotřebné soubory 
odstraňuje, aby rychlost vašeho počítače neustále 
stačila tempu vašeho digitálního života.

NOVÁ exkluzivní ochrana proti botnetům 
– McAfee nyní blokuje botnetový software, 
který se snaží připojit váš počítač k webovým 
adresám patřícím počítačovým zlodějům. Tato 
další ochrana pomáhá bránit vašemu počítači 
v odesílání vašich osobních údajů do sítí 
počítačových zločinců.

NOVÉ skenování USB a vyměnitelných 
jednotek – přenosná zařízení na ukládání dat 
mohou být na svých cestách napadena viry 
a roznášet nebezpečné kódy po systémech. 
McAfee dokáže tyto putovní viry, trojské koně a 
červy zjistit a odblokovat, než si najdou cestu do 
vašeho počítače a sítě.

NOVÉ skenování před instalací – mnoho lidí se 
uchýlí k ochraně McAfee, protože jejich počítač 
je už napaden. Pro záchranu vašeho systému 
pracuje McAfee na odstranění infekce už během 
instalace našeho softwaru.

McAfee Internet Security 2012
Komplexní, oceňované zabezpečení počítače, pomocí kterého můžete  
objevovat svět online

Výhody produktů McAfee  
Lidé si chtějí užívat výhod připojení, procházení internetu a nakupování online 
bez obav z bezpečnostních rizik. Společnost McAfee žije a dýchá pro digitální 
zabezpečení, svými výrobky jej zajišťuje a neúnavně se snaží být několik kroků před 
těmi, kdo jej chtějí narušovat. V každém okamžiku každého dne nám jde o jediné: 
chránit váš digitální život, abyste mohli bezstarostně procházet internet, nakupovat a 
komunikovat online.
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Požadavky na systém
•	Microsoft Windows XP SP3 nebo vyšší 

(32 bitů) 
•	Microsoft Windows Vista SP1 nebo 

vyšší (32 a 64 bitů) 
•	Microsoft Windows 7, včetně SP1  

(32 a 64 bitů) 
•	512 MB RAM pro XP 
•	1 GB RAM pro Vista a Windows 7 
•	500 MB volného místa na pevném 

disku 
•	1 GHz procesor 
•	 Internetové připojení (doporučuje se 

vysokorychlostní internet) 

Podporované prohlížeče pro ochranu 
proti podvodným zprávám
•	Microsoft Internet Explorer 7.0 a vyšší 
•	Firefox 3.5 a vyšší 
•	Google Chrome  

Podporované e-mailové programy
•	POP3 – Microsoft Windows Mail, 

Microsoft Outlook Express, Outlook, 
Eudora, Netscape, IncrediMail, 
Thunderbird 

•	MAPI – Outlook 
•	Web – MSN/Hotmail nebo e-mailový 

účet s přístupem POP3 

Požadováno pro panel nástrojů ochrany 
proti nevyžádané poště
•	Windows Mail nebo Outlook 
•	Express 6.0+ 
•	Outlook XP+ 
•	Eudora 6.0+ 
•	Thunderbird 1.5+ 
•	McAfee Anti-Spam také podporuje 

další e-mailové klienty POP3 (bez 
SSL) a webové účty 

 Blokování nevyžádané pošty a nebezpečných e-mailů 
Ochrana proti nevyžádané poště – většina e-mailů jsou nevyžádanou poštou a velká část této pošty 
je nebezpečná, urážlivá nebo obojí. Filtry nevyžádané pošty McAfee vás trvale chrání proti této stinné 
stránce internetu.

 Ochrana rodiny 
Rodičovská kontrola – nechte své děti, ať se samy učí pracovat s internetem. McAfee nabízí rodičům 
osvědčená pravidla a nastavitelné kategorie pro odblokování nevhodných stránek a omezení času, který 
děti stráví online.

NOVÉ hodnocení procházení internetu – pokud byste potřebovali vědět, co vaše děti na internetu 
dělají, tato zpráva vám poskytne informace o čase přihlášení, o pokusech vstoupit na zakázané stránky 
a o celkové době strávené online. Ukáže vám také, kdo a kdy je online.

  Chraňte své osobní údaje 
Online záloha – některé vzpomínky jsou nenahraditelné – pokud si je nezálohujete. Ukládejte si 
své nejdůležitější fotografie, hudbu a soubory s osobními a finančními údaji automaticky do heslem 
chráněné šifrované schránky na virtuálním disku. Odtud si je můžete kdykoliv obnovit.


