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Karta Szybki start

Wydrukowanie tej wygodnej w uzyciu strony pomocy moze przydac sie podczas instalacji produktu z ptyty CD
lub witryny sieci Web.

Czy instalujesz produkt z dysku CD?

Czy instalujesz produkt z witryny sieci Web?

1. Umies¢ dysk CD w stacji CD-ROM. Jesli
instalacja nie rozpocznie si¢ automatycznie,
naci$nij przycisk Start na pulpicie systemu
Windows, a nastepnie kliknij polecenie
Uruchom.

1. Przejdz do witryny firmy McAfee i kliknij
opcje Moje konto.

A 4

2. W oknie dialogowym Uruchamianie wpisz
polecenie D:\SETUP.EXE (gdzie D jest
litera dysku stacji CD-ROM). v

2. Jesli zostanie wyswietlony monit,

v wprowadz adres e-mail i hasto dla
subskrypcji, a nastgpnie kliknij opcje
Zaloguj, aby otworzy¢ strong
Informacje o koncie.

3. Kliknij przycisk OK.

\4

3. Znajdz produkt na liscie i kliknij ikong
pobierania.

Firma McAfee zastrzega sobie prawo do dokonywania zmian w Planach i zasadach uaktualnien i pomocy technicznej w dowolnej
chwili bez powiadomienia. Nazwa firmy McAfee i nazwy jej produktow sa znakami towarowymi lub zastrzezonymi znakami
towarowymi firmy McAfee, Inc. i/lub firm z nig stowarzyszonych zarejestrowanymi w Stanach Zjednoczonych i/lub innych krajach.
© 2005 McAfee, Inc. Wszelkie prawa zastrzezone.
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Wiecej informac;ji

Do przegladania podrecznikow uzytkownika
zamieszczonych na dysku CD produktu wymagane
jest zainstalowanie programu Acrobat Reader.
Jesli program ten nie zostat zainstalowany, nalezy
zainstalowac go teraz z dysku CD produktu

firmy McAfee.

1 Wloz dysk CD produktu do stacji dyskow
CD-ROM.

2 Otworz Eksploratora Windows: Na pulpicie
systemu Windows kliknij przycisk Start,
a nastepnie kliknij polecenie Wyszukaj.

3 Znajdz folder Manuals i kliknij dwukrotnie
plik .PDF podrgcznika uzytkownika, ktory
chcesz otworzyc¢.

Korzysci z rejestracji

Firma McAfee zaleca wykonanie prostej procedury
(dostepnej w produkcie) w celu wysyltania rejestracji
bezposrednio do naszej firmy. Rejestracja zapewnia
otrzymanie na czas odpowiedniej pomocy technicznej
oraz nastgpujace korzysci:

®  DARMOWA elektroniczna pomoc techniczna

®  Aktualizacje pliku definicji wiruséw (.DAT)
przez jeden rok po zainstalowaniu zakupionego
oprogramowania VirusScan

Cennik oferty dodatkowego roku pobierania
sygnatur wiruséw znajduje si¢ w witrynie
http://www.mcafee.com/

®  60-dniowa gwarancja wymiany dysku CD
z oprogramowaniem w przypadku wystapienia
uszkodzen lub btedow.

iv Oprogramowanie McAfee® Privacy Service®

®m  Aktualizacje filtru SpamKiller przez
jeden rok po zainstalowaniu zakupionego
oprogramowania SpamKailler

Cennik oferty dodatkowego roku aktualizacji
filtru znajduje si¢ w witrynie
http://www.mcafee.com/

®m  Aktualizacje zakupionego oprogramowania
McAfee Internet Security Suite przez jeden
rok po jego zainstalowaniu

Cennik oferty dodatkowego roku aktualizacji
tre$ci znajduje si¢ w witrynie
http://www.mcafee.com/.

Pomoc techniczna

Aby uzyskaé pomoc techniczna, nalezy
odwiedzi¢ witryng

http://www.mcafeehelp.com/.

W witrynie tej przez cata dobg jest dostgpny latwy
w obstudze Kreator odpowiedzi umozliwiajacy
rozwiazanie najczgsciej spotykanych problemow.

Doswiadczeni uzytkownicy moga takze korzystac

z opcji zaawansowanych, takich jak drzewo pomocy
lub wyszukiwanie wedtug stéw kluczowych.

W przypadku problemoéw ze znalezieniem rozwiazania
mozna skorzysta¢ z darmowych ustug Chat Now!

i E-mail Express! firmy McAfee. Dzigki tym
narzgdziom mozna szybko i bezptatnie skontaktowad
si¢ przez Internet z wykwalifikowanymi pracownikami
pomocy technicznej. W przeciwnym wypadku
informacje na temat telefonicznej pomocy technicznej
mozna uzyska¢ w witrynie
http://www.mcafeehelp.com/.
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Wprowadzenie

Dzigkujemy za zakup programu McAfee® Privacy Service™. Oprogramowanie McAfee
Privacy Service zapewnia zaawansowang ochrong uzytkownika, catej rodziny, informacji
osobistych i komputera.

Funkcje

Ta wersja programu McAfee Privacy Service udostgpnia nastgpujace funkcje:

m  Reguly korzystania z Internetu - siatka czasu umozliwiajaca okreslenie dni i godzin,
kiedy uzytkownicy moga mie¢ dostgp do Internetu.

m  Filtrowanie na podstawie niestandardowych stow kluczowych - mozliwos¢ filtrowania
dostepu do witryn sieci Web w oparciu o stowa kluczowe okreslane
przez administratora dla okreslonych grup wiekowych.

m  Tworzenie kopii zapasowej i przywracanie danych programu Privacy Service -
mozliwo$¢ zapisania ustawien programu Privacy Service i ich przywrocenia

w dowolnym momencie.

m  Blokowanie pluskiew internetowych - mozliwos¢ blokowania pluskiew (obiektow
pochodzacych z potencjalnie niebezpiecznych witryn sieci Web) i niedopuszczenia
do ich zatadowania w wy$wietlanych witrynach sieci Web.

m  Blokowanie wyskakujacych okien - mozliwo$¢ zapobiegnigcia wySwietlaniu
wyskakujacych okien podczas korzystania z Internetu.

m  Shredder - program McAfee Shredder chroni prywatno$¢ uzytkownika poprzez
szybkie i bezpieczne wymazywanie niepozadanych plikow.

Wymagania systemowe

m  System operacyjny Microsoft® Windows 98, Me, 2000 lub XP.
m  Komputer z procesorem zgodnym z Pentium

¢ Windows 98, 2000: 133 MHz lub szybszy

¢  Windows Me: 150 MHz lub szybszy

¢  Windows XP (Home/Professional): 300 MHz lub szybszy

Podrecznik uzytkownika 9



Wprowadzenie

= RAM
¢ Windows 98, Me, 2000: 64 MB
¢  Windows XP (Home/Professional): 128 MB
= 40 MB wolnego miejsca na dysku twardym
m  Przegladarka Microsoft® Internet Explorer w wersji 5.5 lub nowszej

UWAGA
Najnowsza wersjg przegladarki Internet Explorer mozna pobraé
z witryny firmy Microsoft http://www.microsoft.com/worldwide.

Administrator

Administrator okresla, ktérzy uzytkownicy moga korzystac¢ z Internetu, kiedy moga
uzyskiwaé dostgp oraz jakie czynnosci moga wykonywa¢ w Internecie.

UWAGA

Przyjmuje sig, ze administratorem jest osoba dorosta, ktéra ma
dostep do wszystkich witryn sieci Web. Przed przesytaniem
informacji osobistych umozliwiajacych identyfikacj¢ uzytkownika
wys$wietlany jest monit o zezwolenie lub uniemozliwienie
wykonania tej czynnosci.

Asystent konfiguraciji

Asystent konfiguracji umozliwia utworzenie konta administratora (jesli nie wykonano tego
weczesniej), zarzadzanie ustawieniami globalnymi, wprowadzanie informacji osobistych
i dodawanie uzytkownikow.

UWAGA

Hasto administratora i odpowiedz na pytanie zabezpieczajace nalezy
zapamigtac, aby mozliwe byto zalogowanie si¢ do programu Privacy
Service. Jesli nie mozna si¢ zalogowa¢, nie mozna tez korzystaé

z programu Privacy Service i Internetu. Administrator powinien
zachowac hasto w tajemnicy, aby nikt inny nie mogt zmieniac
ustawien programu Privacy Service.

Niektore witryny sieci Web wymagaja do prawidlowego dziatania
wlaczenia obstugi plikow cookie.

Program Privacy Service zawsze akceptuje pliki cookie pochodzace
z witryny McAfee.com.
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Pobieranie hasta administratora

Pobieranie hasta administratora

W przypadku zapomnienia hasta administratora mozna uzyskaé¢ do niego dostgp,
korzystajac z informacji o zabezpieczeniach wprowadzonych podczas tworzenia
profilu administratora.

1

Kliknij prawym przyciskiem myszy ikong programu McAfee m na pasku zadan
systemu Windows, wskaz opcj¢ McAfee Privacy Service, a nastgpnie wybierz
polecenie Zarejestruj.

Z menu rozwijanego Nazwa uzytkownika wybierz opcj¢ Administrator.
Kliknij opcjg Nie pamietasz hasta.

Wpisz odpowiedZ na wySwietlone pytanie, a nastgpnie kliknij przycisk Pobierz hasto.
Zostanie wySwietlony komunikat zawierajacy hasto. Jesli zapomnisz odpowiedzi na
pytanie zabezpieczajace, nalezy odinstalowac program McAfee Privacy Service,
korzystajac z trybu awaryjnego (tylko system Windows 2000 i XP).

Odinstalowywanie programu Privacy Service w trybie awaryjnym

1

Kliknij menu Start i wskaz polecenie Wytacz komputer. Zostanie wy$wietlone okno
dialogowe Wytaczanie komputera.

Wybierz z menu opcj¢ Wytacz, a nastgpnie kliknij przycisk OK.

Zaczekaj na wyswietlenie komunikatu Mozna bezpiecznie wytaczy¢é komputer
i wylacz komputer.

Wtacz ponownie komputer.

Natychmiast zacznij naciska¢ co dwie sekundy klawisz F8, az zostanie wyswietlone
menu Uruchamianie systemu Windows.

Wybierz opcje¢ Tryb awaryjny i naci$nij klawisz Enter.

Podczas uruchamiania systemu Windows zostanie wy§wietlony komunikat
zawierajacy informacje na temat trybu awaryjnego. Kliknij przycisk OK.

Kliknij ikong Dodaj lub usun programy w Panelu sterowania. Po zakonczeniu operacji
uruchom ponownie komputer.

Zainstaluj ponownie program McAfee Privacy Service 1 okre$l hasto administratora.
Zanotuj wprowadzone hasto.

UWAGA
Program Privacy Service mozna odinstalowaé w trybie awaryjnym
tylko w systemie Windows 2000 lub Windows XP.
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Wprowadzenie

Uzytkownik startowy

Uzytkownik startowy jest automatycznie rejestrowany w programie Privacy Service
po uruchomieniu komputera.

Moze nim by¢ na przyklad uzytkownik korzystajacy z komputera lub z Internetu czgsciej
niz inni. Kiedy uzytkownik startowy korzysta z komputera, nie musi rejestrowac si¢
w programie Privacy Service.

Jesli z komputera korzystaja male dzieci, najmlodsze z nich moze by¢ uzytkownikiem
startowym. W ten sposob, gdy starszy uzytkownik korzysta z komputera, moze wylogowac
si¢ z konta mtodszego uzytkownika, a nastgpnie ponownie si¢ zalogowac przy uzyciu
wlasnej nazwy uzytkownika i hasta. Ta metoda zabezpiecza mtodych uzytkownikow przed
ogladaniem niewlasciwych witryn sieci Web.

Korzystanie z programu McAfee SecurityCenter

Program McAfee SecurityCenter pelni rolg centrum zabezpieczen i jest dostgpny za
pomoca ikony znajdujacej si¢ na pasku zadan lub z pulpitu systemu Windows. Umozliwia
dostep do programu Privacy Service i wykonywanie innych zadan:

m  Uzyskanie darmowej analizy zabezpieczen komputera.

m  Uruchamianie, zarzadzanie i konfiguracja za pomoca jednej ikony wszystkich
subskrypcji produktow firmy McAfee.

m  Przegladanie stale aktualizowanych alertow o wirusach oraz najnowszych informacji
o produkcie.

m  Szybki dostep do taczy do czgsto zadawanych pytan oraz szczegétowych informacji
o koncie w witrynie sieci Web firmy McAfee.

Aby uzyska¢ wigcej informacji na temat funkcji programu SecurityCenter, nalezy kliknac¢
przycisk Pomoc w oknie dialogowym SecurityCenter.

Jesli wlaczono wszystkie zainstalowane aplikacje firmy McAfee, po uruchomieniu
programu SecurityCenter na pasku zadan systemu Windows (w obszarze powiadomien
systemu Windows XP) zostaje wyswietlona czerwona ikona z litera M m Jest to
obszar zawierajacy zegar, znajdujacy si¢ zazwyczaj w prawym dolnym rogu pulpitu
systemu Windows.

Jesli chociaz jedna z zainstalowanych na komputerze aplikacji firmy McAfee zostanie
wylaczona, ikona programu McAfee zmieni kolor na czarny m

Aby otworzy¢ okno programu McAfee SecurityCenter

Kliknij prawym przyciskiem myszy ikong programu McAfee m znajdujaca sig na pasku
zadan systemu Windows, a nastgpnie wybierz opcjg Otworz program SecurityCenter.
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Otwieranie programu McAfee Privacy Service

Otwieranie programu McAfee Privacy Service

Po zainstalowaniu programu McAfee Privacy Service na pasku zadaf systemu Windows
obok zegara systemowego pojawi si¢ ikona programu McAfee m Po kliknigciu ikony
programu McA fee mozna uzyskac dostep do programoéw McAfee Privacy Service, McAfee
SecurityCenter i innych produktow firmy McAfee zainstalowanych na komputerze.

Otwieranie programu Privacy Service i rejestrowanie si¢ w nim

1 Kliknij prawym przyciskiem myszy ikong programu McAfee na pasku zadan systemu
Windows, wskaz opcj¢ McAfee Privacy Service, a nast¢pnie wybierz polecenie
Zarejestruj.

2 Z menu rozwijanego Nazwa uzytkownika wybierz swoja nazwg uzytkownika.
3  Wprowadz hasto w polu Hasto.

4  Kliknij przycisk Zarejestruj.

Wylaczanie programu Privacy Service

Do wylaczenia programu Privacy Service wymagane sg uprawnienia administratora.

m  Kliknij prawym przyciskiem myszy ikong m programu McAfee na pasku zadan
systemu Windows, wskaz opcj¢ McAfee Privacy Service, a nastgpnie wybierz
polecenie Wyrejestruj.

UWAGA
Jesli zamiast opcji Wyrejestruj jest dostgpna opcja Zarejestruj,
wyrejestrowanie zostato juz przeprowadzone.

Aktualizacja programu McAfee Privacy Service

Gdy komputer jest wlaczony i aktywne jest potaczenie z Internetem, narzgdzie McAfee
SecurityCenter regularnie sprawdza dostgpnos$¢ aktualizacji programu Privacy Service.
Jesli aktualizacja jest dostgpna, narzedzie McAfee SecurityCenter wy$wietli monit

o aktualizacjg¢ programu Privacy Service.

Aby re¢cznie sprawdzi¢ dostgpnos¢ aktualizacji, nalezy kliknaé ikong Aktualizacje GH
znajdujaca si¢ w gornym okienku.

Odinstalowywanie i ponowne instalowanie
programu Privacy Service

Do odinstalowania programu Privacy Service wymagane sa uprawnienia administratora.

UWAGA
Przy odinstalowywaniu programu Privacy Service usuwane sa
rowniez wszystkie jego dane.
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Wprowadzenie

Odinstalowywanie programu Privacy Service

1

2

Zapisz pracg i zamknij wszystkie otwarte aplikacje.
Otworz Panel sterowania:

Windows 98, Windows Me i Windows 2000: Kliknij przycisk Start, wskaz opcj¢
Ustawienia, a nastgpnie kliknij polecenie Panel sterowania.

Windows XP: Kliknij przycisk Start na pasku zadan systemu Windows, a nastgpnie
kliknij polecenie Panel sterowania.

Otworz okno dialogowe Dodaj/Usun programy:
Windows 98, Me i 2000: Kliknij dwukrotnie ikong Dodaj/Usun programy.
Windows XP: Kliknij polecenie Dodaj lub usun programy.

Zaznacz pozycjg Privacy Service na liScie programow, a nastgpnie kliknij przycisk
Zmien/Usun.

Gdy zostanie wy$wietlony monit o potwierdzenie dezinstalacji, kliknij przycisk Tak.
Spowoduje to rozpoczgcie odinstalowywania programu Privacy Service.

Gdy zostanie wy$wietlony monit o ponowne uruchomienie systemu, kliknij przycisk
Zamknij. Komputer zostanie ponownie uruchomiony w celu dokonczenia procesu
dezinstalacji.

Instalowanie programu Privacy Service

14

1

Odwiedz witryng sieci Web firmy McAfee i przejdz na strong programu
Privacy Service.

Kliknij tacze Pobierz na stronie programu Privacy Service.

Kliknij przycisk Tak we wszystkich oknach dialogowych z pytaniami, czy chcesz
pobrac pliki z witryny sieci Web firmy McAfee.

Kliknij przycisk Rozpocznij instalacje w oknie instalacji programu Privacy Service.

Po zakoficzeniu pobierania kliknij przycisk Uruchom ponownie, aby ponownie
uruchomi¢ komputer. Jesli cheesz zapisa¢ pracg lub zamkna¢ programy, najpierw
kliknij przycisk Zamknij, a nast¢pnie uruchom ponownie komputer. W celu poprawne;j
pracy programu Privacy Service dziatal nalezy ponownie uruchomi¢ komputer.

Po ponownym uruchomieniu komputera nalezy znowu utworzy¢ konto administratora.

Oprogramowanie McAfee® Privacy Service
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Dodawanie uzytkownikow

Aby doda¢ uzytkownikow, nalezy zarejestrowac si¢ w programie Privacy Service jako
administrator.

1 Kliknij prawym przyciskiem myszy ikong programu McAfee m na pasku zadan
systemu Windows.

2 Wskaz opcje¢ McAfee Privacy Service, a nastgpnie wybierz polecenie Zarzadzaj
uzytkownikami. Zostanie wy$wietlone okno dialogowe Wybierz uzytkownika.

3 Kliknij przycisk Dodaj i wprowadz nazwe¢ nowego uzytkownika w polu Nazwa
uzytkownika.

Ustawianie hasta

1 Wprowadz hasto w polu Hasto. Moze si¢ ono sktada¢ z maksymalnie 50 znakow i
zawiera¢ wielkie i mate litery oraz cyfry.

2 Wprowadz ponownie hasto w polu Potwierdz hasto.

3 Zaznacz opcjg Ustaw tego uzytkownika jako uzytkownika startowego, jesli ten
uzytkownik ma by¢ uzytkownikiem startowym.

4  Kliknij przycisk Dalej.

Podczas przypisywania hasta nalezy uwzgledni¢ wiek uzytkownika. Na przyktad hasto dla
mlodszego dziecka powinno by¢ proste. Haslo dla starszego nastolatka lub osoby dorostej
powinno by¢ bardziej ztozone.

Ustawianie grupy wiekowej

Wybierz odpowiednie ustawienie dla grupy wiekowej, a nastgpnie kliknij przycisk Dalej.

Ustawianie blokowania plikéw cookie
Zaznacz odpowiednia opcje, a nastgpnie kliknij przycisk Dalej.
m  Odrzucaj wszystkie pliki cookie - uniemozliwia odczytywanie plikow cookie przez

witryny sieci Web, ktore je wystaly. Niektore witryny sieci Web wymagaja do
prawidlowego dziatania wlaczenia obshugi plikéw cookie.
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Dodawanie uzytkownikow

Monituj uzytkownika o zaakceptowanie plikow cookie - umozliwia uzytkownikowi
kazdorazowe okreslenie, czy wysylany plik cookie ma zosta¢ zaakceptowany, czy
odrzucony. Program Privacy Service wysyta powiadomienie, gdy odwiedzana witryna
sieci Web usituje wystaé plik cookie do komputera. Po okres$leniu dziatania odno$nie
pliku cookie uzytkownik nie otrzymuje wigcej zapytan na jego temat.

Akceptuj wszystkie pliki cookie - umozliwia witrynom sieci Web odczytywanie
plikow cookie wysytanych do tego komputera.

UWAGA
Niektore witryny sieci Web wymagaja do prawidlowego dziatania
wilaczenia obstugi plikow cookie.

Program Privacy Service zawsze akceptuje pliki cookie pochodzace
z firmy McAfee.

Ustawianie ograniczen czasu dostepu do Internetu

1

2

Zaznacz opcj¢ Dozwolone korzystanie z Internetu przez caty czas.

Kliknij przycisk Utwérz. Na liscie Wybierz uzytkownika pojawi si¢ nowy uzytkownik.

Aby przyzna¢ uzytkownikowi ograniczony dostep do Internetu

1

2

Zaznacz opcj¢ Ograniczaj dostep do Internetu, a nastgpnie kliknij przycisk Edytuj.

Na stronie Ograniczenia czasu dost¢pu do Internetu przeciagnij mysza po siatce czasu,
aby okresli¢ dni i godziny, kiedy uzytkownik moze korzysta¢ z Internetu.

Limity czasu mozna okresli¢ w odstgpach co trzydziesci minut. Zielone fragmenty
siatki przedstawiaja okresy, kiedy mozna korzysta¢ z Internetu. Czerwone fragmenty
siatki przedstawiaja okresy, kiedy nie mozna taczy¢ si¢ z Internetem. Jesli uzytkownik
sprobuje skorzysta¢ z Internetu poza wyznaczonym czasem, w programie Privacy
Service zostanie wyswietlony komunikat informujacy, ze korzystanie z Internetu jest
aktualnie niedozwolone. Aby zmodyfikowac okresy, w ktorych uzytkownik moze
korzystac z Internetu, przeciagnij mysza po zielonej czgsci siatki.

Kliknij przycisk Gotowe.

Kliknij przycisk Utwoérz. Na stronie Wybierz uzytkownika pojawi si¢ nowy
uzytkownik. Jesli uzytkownik sprobuje skorzystac z Internetu poza wyznaczonym
czasem, w programie Privacy Service zostanie wy$swietlony komunikat informujacy,
ze korzystanie z Internetu jest aktualnie niedozwolone.

Aby zabroni¢ dostepu do Internetu

Zaznacz opcj¢ Ograniczaj dostep do Internetu, a nastgpnie kliknij przycisk Utwérz.

Kiedy uzytkownik korzysta z komputera, bedzie wy§wietlany monit o zarejestrowanie si¢
w programie Privacy Service. Mozliwe jest korzystanie z komputera, ale nie z Internetu.
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Edycja uzytkownikow

Aby dokona¢ edycji uzytkownikow, nalezy zarejestrowac si¢ w programie Privacy Service
jako administrator.

Zmiana haset

1

Wybierz uzytkownika, ktorego informacje maja zosta¢ zmienione, a nastgpnie kliknij
przycisk Edytuj.

Wybierz opcj¢ Hasto i wprowadz nowe hasto uzytkownika w polu Nowe hasto. Moze
si¢ ono sktada¢ z maksymalnie 50 znakow i zawiera¢ wielkie i mate litery oraz cyfry.

Wprowadz to samo hasto w polu Potwierdz hasto, a nastgpnie kliknij przycisk Zastosuj.
Kliknij przycisk OK w oknie dialogowym potwierdzenia.

UWAGA
Administrator moze zmieni¢ hasto uzytkownika, nie znajac jego
aktualnego hasta.

Zmiana informacji o uzytkowniku

1

Wybierz uzytkownika, ktoérego informacje maja zosta¢ zmienione, a nastgpnie kliknij
przycisk Edytuj.

Wybierz opcjg Informacje o uzytkowniku.
Wprowadz nazwg nowego uzytkownika w polu Nowa nazwa uzytkownika.

Kliknij przycisk Zastosuj, a nastgpnie kliknij przycisk OK w oknie dialogowym
potwierdzenia.

Aby ograniczy¢ dostgp uzytkownika tylko do wyswietlania witryn sieci Web
znajdujacych si¢ na liScie Dozwolone witryny sieci Web, zaznacz opcj¢ Ogranicz
dostep tego uzytkownika do witryn z listy ,,Dozwolone witryny sieci Web”.
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Edycja uzytkownikéw

Zmiana ustawienia blokowania plikéw cookie

1 Wybierz uzytkownika, ktérego informacje maja zosta¢ zmienione, a nastgpnie kliknij
przycisk Edytuj.

2 Wybierz opcjg Pliki cookie, a nastgpnie wybierz odpowiednia opcje.

¢ Odrzucaj wszystkie pliki cookie - uniemozliwia odczytywanie plikoéw cookie
przez witryny sieci Web, ktore je wystaly. Niektore witryny sieci Web wymagaja
do prawidlowego dziatania wlaczenia obstugi plikow cookie.

¢ Monituj uzytkownika o zaakceptowanie plikow cookie - umozliwia
uzytkownikowi kazdorazowe okreslenie, czy wysytany plik cookie ma zosta¢
zaakceptowany, czy odrzucony. Program Privacy Service wysyta powiadomienie,
gdy odwiedzana witryna sieci Web usituje wystac plik cookie do komputera.
Po okresleniu dziatania odnos$nie pliku cookie uzytkownik nie otrzymuje wigcej
zapytan na jego temat.

¢  Akceptuj wszystkie pliki cookie - umozliwia witrynom sieci Web odczytywanie
plikéw cookie wysylanych do tego komputera.

3 Kliknij przycisk Zastosuj, a nastgpnie kliknij przycisk OK w oknie dialogowym
potwierdzenia.

Edycja listy akceptowanych i odrzucanych plikéw cookie
1 Zaznacz opcj¢ Monituj uzytkownika o zaakceptowanie plikéw cookie i kliknij

przycisk Edytuj, aby okresli¢ witryny sieci Web, ktére moga odczytywac pliki cookie.

2 Okresl modyfikowana listg, zaznaczajac opcj¢ Witryny sieci Web, ktére moga
zapisywac¢ pliki cookie lub Witryny sieci Web, ktore nie moga zapisywac
plikow cookie.

3 W polu http:// wprowadzZ adres witryny sieci Web, z ktorej pliki cookie majg by¢
akceptowane lub odrzucane.

4  Kliknij przycisk Dodaj. Witryna sieci Web pojawi sig na liScie.
5 Po zakonczeniu wprowadzania zmian kliknij przycisk Gotowe.

UWAGA
Niektoére witryny sieci Web wymagaja do prawidlowego dziatania
wilaczenia obshugi plikow cookie.

Program Privacy Service zawsze akceptuje pliki cookie pochodzace
z firmy McAfee.
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Edycja uzytkownikow

Zmiana grupy wiekowej

1 Wybierz uzytkownika, ktérego informacje maja zosta¢ zmienione, a nastgpnie kliknij
przycisk Edytuj.

2 Wybierz opcj¢ Grupa wiekowa.
3 Wybierz nowa grupg wiekowa dla uzytkownika, a nastgpnie kliknij przycisk Zastosuj.

4  Kliknij przycisk OK w oknie dialogowym potwierdzenia.

Zmiana ograniczen czasu dostepu do Internetu

1 Wybierz uzytkownika, ktérego informacje maja zosta¢ zmienione, a nastgpnie kliknij
przycisk Edytuj.

2 Wybierz opcjg Limity czasowe i wykonaj nastgpujace czynnosci:

Aby zezwoli¢ uzytkownikowi na korzystanie z Internetu bez
ograniczen czasowych

1 Zaznacz opcj¢ Dozwolone korzystanie z Internetu przez caty czas i kliknij przycisk
Zastosuj.

2 Kliknij przycisk OK w oknie dialogowym potwierdzenia.

Aby ograniczy¢ dostep uzytkownika do Internetu
1 Zaznacz opcj¢ Ograniczaj dostep do Internetu i kliknij przycisk Edytuj.

2 Na stronie Ograniczenia czasu dostgpu do Internetu zaznacz zielony lub czerwony
kwadrat, a nastgpnie przeciagnij mysza po siatce czasu, aby zmienic istniejace dni
i godziny, kiedy uzytkownik moze korzysta¢ z Internetu.
Limity czasu mozna okresli¢ w odstgpach co trzydziesci minut. Zielone fragmenty
siatki przedstawiaja okresy, kiedy mozna korzystac z Internetu. Czerwone fragmenty
siatki przedstawiaja okresy, kiedy nie mozna taczy¢ si¢ z Internetem. Jesli uzytkownik
sprobuje skorzysta¢ z Internetu poza wyznaczonym czasem, w programie Privacy
Service zostanie wySwietlony komunikat informujacy, Ze korzystanie z Internetu jest
aktualnie niedozwolone.

3 Kliknij przycisk Apply.
4 Na stronie Limity czasowe kliknij przycisk OK.

5 W oknie dialogowym potwierdzenia programu McAfee Privacy Service kliknij
przycisk OK.
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Edycja uzytkownikéw

Zmiana uzytkownika startowego

1

Wybierz uzytkownika, ktory ma by¢ uzytkownikiem startowym, a nastgpnie kliknij
przycisk Edytuj.

Wybierz opcjg Informacje o uzytkowniku.
Zaznacz opcj¢ Ustaw tego uzytkownika jako uzytkownika startowego.

Kliknij przycisk Zastosuj, a nastgpnie kliknij przycisk OK w oknie dialogowym
potwierdzenia.

UWAGA
Jesli uzytkownik startowy juz istnieje, nie trzeba go usuwac.

Usuwanie uzytkownikéw

1

2

3
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Wybierz uzytkownika, ktéry ma zosta¢ usunigty, a nastgpnie kliknij przycisk Usun.
Kliknij przycisk Tak w oknie dialogowym potwierdzenia.

Po zakonczeniu wprowadzania zmian zamknij okno programu Privacy Service.
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Opcje

Aby skonfigurowac opcje programu Privacy Service, nalezy zarejestrowac si¢ w programie
Privacy Service jako administrator.

Blokowanie witryn sieci Web

1 Kliknij Opcje, a nastgpnie wybierz kartg Lista blokowania.

2 W polu http:// wprowadz adres URL witryny sieci Web, ktora chcesz zablokowac,
a nastegpnie kliknij przycisk Dodaj. Witryna pojawi si¢ na liScic Blokowane witryny
sieci Web.

UWAGA

Uzytkownicy (w tym administratorzy) nalezacy do grupy wiekowe;j
Dorosty maja dostgp do wszystkich witryn sieci Web, nawet jesli
znajduja si¢ one na liScie witryn zablokowanych. Aby przetestowaé
blokowanie witryn sieci Web, administratorzy musza zalogowac si¢
jako uzytkownicy inni niz dorosli.

Dozwolone witryny sieci Web

Administrator moze zezwoli¢ wszystkim uzytkownikom na przegladanie okreslonych
witryn sieci Web. Ta opcja zastgpuje ustawienia domys$lne programu Privacy Service i listg
blokowanych witryn sieci Web.

1 Kliknij Opcje, a nastgpnie wybierz kartg Lista dozwolonych.

2 W polu http:// wprowadz adres URL witryny, na przegladanie ktdrej cheesz zezwolic,
a nastgpnie kliknij przycisk Dodaj. Witryna pojawi si¢ na liScie Dozwolone witryny
sieci Web.
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Opcje

Blokowanie informaciji

Administrator moze uniemozliwi¢ innym uzytkownikom wysytanie okreslonych
informacji osobistych przez Internet (informacje te moga by¢ wysytane przez
administratora).

W przypadku wykrycia przez program Privacy Service, ze wysylane dane zawieraja
informacje umozliwiajace identyfikacje¢ uzytkownika, wykonywane sa nastgpujace
czynnosci:

Jesli uzytkownik jest administratorem, zostaje wyswietlony monit z pytaniem,
czy informacje maja zosta¢ wystane, czy nie.

Jesli zalogowany uzytkownik nie ma uprawnien administratora, zablokowane
informacje sa zastgpowane tekstem MFEMFEMFE. Na przyktad jesli w tresci
wiadomosci e-mail znajduje sig tekst Lance Armstrong wygral wyscig, a stowo
Armstrong jest ustawione jako blokowana informacja osobista, wysylana wiadomos$¢
ma postac¢: Lance MFEMFEMFE wygral wyscig.

Dodawanie informacji

1

2

3

4

Kliknij Opcje, a nastgpnie wybierz karte¢ Blokuj informacje.
Kliknij przycisk Dodaj. Zostanie wySwietlone menu rozwijane Wybierz typ.
Wybierz typ informacji, ktore chcesz zablokowac.

Wprowadz informacje w odpowiednich polach, a nastgpnie kliknij przycisk OK.
Wprowadzone informacje pojawia sig na liscie.

Edytowanie informacji

1

2

3

Kliknij Opcje, a nastgpnie wybierz karte Blokuj informacje.
Wybierz informacje, ktore chcesz zmieni¢, a nastgpnie kliknij przycisk Edytuj.

Wprowadz odpowiednie zmiany, a nast¢pnie kliknij przycisk OK. Jesli informacje nie
wymagajq zmian, kliknij przycisk Anuluj.

Usuwanie informaciji osobistych

1

2

3
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Kliknij Opcje, a nastgpnie wybierz karte Blokuj informacje.
Wybierz informacje, ktore chcesz usunag, a nastgpnie kliknij przycisk Usun.

Kliknij przycisk Tak w oknie dialogowym potwierdzenia.
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Opcje

Blokowanie pluskiew internetowych

Pluskwy internetowe sa matymi plikami graficznymi, ktére moga wysyta¢ wiadomosci
stronom trzecim, w tym informacje o zachowaniach uzytkownikow podczas przegladania
witryn sieci Web, lub ktore wysylaja informacje osobiste do zewngtrznych baz danych.
Inne firmy moga uzywac¢ tych informacji do tworzenia profiléw uzytkownikow.

Aby zapobiec fadowaniu pluskiew internetowych podczas wySwietlania stron sieci Web,
zaznacz opcj¢ Blokuj pluskwy internetowe na tym komputerze.

Blokowanie reklam

Reklamy sa zazwyczaj obrazami przesytanymi z domeny innej firmy do strony sieci Web
lub wyskakujacego okna. Program Privacy Service nie blokuje reklam przesytanych z tej
samej domeny, co strona sieci Web.

Wyskakujace okna sa dodatkowymi oknami przegladarki zawierajacymi niepozadane
reklamy, ktore pojawiaja si¢ automatycznie podczas przegladania witryny sieci Web.
Program Privacy Service blokuje tylko wyskakujace okna wy$wietlane automatycznie
podczas tadowania strony sieci Web. Okna wyskakujace w wyniku kliknigcia tacza nie sa
blokowane. Aby wyswietli¢ zablokowane okno wyskakujace, nalezy przytrzymac klawisz
CTRL i odswiezy¢ strong sieci Web.

Konfigurowanie programu Privacy Service w celu blokowania reklam i wyskakujacych
okien podczas korzystania z Internetu

1 Kliknij Opcje, a nast¢pnie wybierz kartg Blokuj reklamy.
2 Zaznacz wlasciwa opcjg.

¢ Blokuj reklamy na tym komputerze - umozliwia blokowanie reklam podczas
korzystania z Internetu.

¢ Blokuj wyskakujace okna na tym komputerze - umozliwia blokowanie okien
wyskakujacych podczas korzystania z Internetu.

3 Kliknij przycisk Zastosuj, a nastgpnie kliknij przycisk OK w oknie dialogowym
potwierdzenia.

Aby wylaczy¢ blokowanie wyskakujacych okien, kliknij prawym przyciskiem myszy

strong sieci Web, wskaz opcj¢ McAfee - Blokowanie wyskakujacych okien, a nastgpnie
usun zaznaczenie opcji Wiacz funkcje blokowania wyskakujacych okien.
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Zezwalanie na pliki cookie z okreslonych witryn
sieci Web

Jesli niektore witryny sieci Web nie dziataja prawidtowo, a ustawione jest blokowanie
plikéw cookie lub wymaganie potwierdzenia przed ich akceptacja, nalezy skonfigurowac
program Privacy Service tak, aby witryny te mogly odczytywac pliki cookie.

1 Kliknij Opcje, a nastgpnie wybierz kartg Pliki cookie.

2 W polu http:// wprowadz adres witryny sieci Web, ktéra wymaga odczytywania
plikoéw cookie, a nastepnie kliknij przycisk Dodaj. Adres pojawi sig na liScie Witryny
sieci Web z akceptacja plikow cookie.
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Dziennik zdarzen

Aby wyswietli¢ dziennik zdarzen, nalezy zarejestrowac si¢ w programie Privacy Service
jako administrator. Nastgpnie nalezy wybra¢ opcj¢ Dziennik zdarzen i klikna¢ dowolny
wpis dziennika, aby wy$wietli¢ jego szczegoty. Aby zapisa¢ lub wyswietli¢ zapisany
dziennik, wybierz kartg Zapisane dzienniki.

Data i godzina

Informacje w dzienniku zdarzen sa domyslnie wyswietlane w porzadku chronologicznym,
poczawszy od najnowszych. Jesli wpisy Dziennika zdarzen nie sa uporzadkowane
chronologicznie, nalezy klikna¢ naglowek Data i godzina.

Data jest wyswietlana w formacie miesiac/dzien/rok, a godzina w formacie
dwunastogodzinnym.

Uzytkownik

Uzytkownik to osoba, ktora zalogowata si¢ do Internetu i korzystata z niego w momencie
zarejestrowania zdarzenia przez program Privacy Service.

Podsumowanie

Podsumowania zawierajq krotki i zwigzly opis dziatan podejmowanych przez program
Privacy Service w celu ochrony uzytkownikow oraz dziatan uzytkownikow w Internecie.

Szczegobty zdarzenia

Pole Szczegoty zdarzenia zawiera szczegdélowe informacje o wpisie.
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Dziennik zdarzen

Zapisywanie biezacego dziennika

Strona Biezacy dziennik zawiera informacje o ostatnio wykonanych czynno$ciach
administracyjnych i dziataniach uzytkownika. Informacje te mozna zapisac¢, aby byly
dostepne do przegladania w przysztosci.

Aby zapisa¢ biezacy dziennik zdarzen

1

2

Zarejestruj si¢ w programie Privacy Service jako administrator.
Wybierz opcjg Dziennik zdarzen.

Na stronie Biezacy dziennik kliknij przycisk Zapisz dziennik.
W polu Nazwa pliku wprowadz nazwg pliku dziennika.

Kliknij przycisk Zapisz.

Wyswietlanie zapisanych dziennikow

Strona Biezacy dziennik zawiera informacje o ostatnio wykonanych czynno$ciach
administracyjnych i dziataniach uzytkownika. Informacje te mozna zapisac¢, aby byly
dostepne do przegladania w przysztosci.
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Aby wyswietli¢ zapisany dziennik

1

2
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Zarejestruj si¢ w programie Privacy Service jako administrator.
Wybierz opcje¢ Dziennik zdarzen.
Na stronie Biezacy dziennik kliknij przycisk Otwoérz dziennik.

W oknie dialogowym Wybierz zapisany dziennik do przejrzenia wybierz plik kopii
zapasowe] bazy danych i kliknij przycisk Otwérz.
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Narzedzia

Aby uzyska¢ dostep do narzgdzi, nalezy zarejestrowac si¢ w programie Privacy Service
jako administrator, a nastgpnie klikna¢ Narzedzia.

Aby usuna¢ pliki, foldery lub calg zawartos¢ dysku, kliknij tacze McAfee Shredder. Aby
zapisac¢ ustawienia bazy danych programu Privacy Service, kliknij tacze Kopia zapasowa.
Aby przywroci¢ ustawienia, kliknij acze Przywréé€.

Trwate usuwanie plikdw za pomoca programu
McAfee Shredder

Program McAfee Shredder ﬁ chroni prywatno$¢ uzytkownika przez szybkie
1 bezpieczne wymazywanie niepozadanych plikow.

Usunigte pliki mozna odzyska¢ na komputerze nawet po opréznieniu Kosza. Gdy plik jest
usuwany, system Windows oznacza tylko miejsce zajmowane przez ten plik na dysku jako
nieuzywane, ale plik nadal tam jest.

Dlaczego system Windows zostawia pozostatosci po plikach

Aby trwale usuna¢ plik, nalezy go wielokrotnie zastapi¢ nowymi danymi. Gdyby system

Microsoft Windows usuwat pliki w sposob bezpieczny, kazda operacja na plikach bytaby
bardzo wolna. Zniszczenie dokumentu nie zawsze zapobiega jego odzyskaniu, poniewaz

niektore programy tworza tymczasowe ukryte kopie otwartych plikow. W razie niszczenia
tylko dokumentoéw widzianych w Eksploratorze ich tymczasowe kopie moga pozosta¢ na
komputerze. Zaleca si¢ okresowe niszczenie zawartosci nieuzywanego miejsca na dysku,
aby mie¢ pewnos¢, ze te tymczasowe kopie zostaly na trwate usunigte.

UWAGA
Za pomoca komputerowych narzedzi §ledczych mozna odzyskaé
zeznania podatkowe, Zyciorysy i inne usunigte dokumenty.

Co usuwa program McAfee Shredder
Za pomoca programu McAfee Shredder mozna bezpiecznie i trwale usuna¢:

m  Jeden lub wigcej plikow badz folderow
m  Cala zawartos¢ dysku

m  Slady przegladania sieci Web
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Trwate usuwanie plikéw w Eksploratorze Windows
Aby niszczy¢ pliki z poziomu Eksploratora Windows:

1

2

Otworz Eksploratora Windows, a nastgpnie wybierz plik lub pliki, ktore cheesz zniszezy¢.

Kliknij prawym przyciskiem myszy zaznaczenie, wskaz polecenie Wyslij do,
a nastgpnie pozycjg McAfee Shredder.

Oproéznianie Kosza systemu Windows

Jesli w Koszu znajduja sig pliki, program McAfee Shredder udostgpnia bezpieczniejszy
sposob jego oproznienia.

Aby zniszczy¢ zawarto$¢ Kosza:

1

2

Na pulpicie systemu Windows kliknij prawym przyciskiem myszy ikong Kosz.

Wybierz polecenie Zniszcz zawarto$¢ Kosza, a nastgpnie postgpuj zgodnie z
instrukcjami wy$§wietlanymi na ekranie.

Dostosowywanie ustawien programu Shredder
Mozna wykona¢ nastgpujace czynnosci:

Okresli¢ liczbg przebiegdw niszczenia.

Wyswietla¢ komunikat ostrzegawczy przed zniszczeniem plikow.
Sprawdza¢ dysk twardy pod katem btedow przed niszczeniem.
Doda¢ program McAfee Shredder do menu Wyslij do.

Umiesci¢ ikong programu Shredder na pulpicie systemu Windows.

Aby dostosowac ustawienia, otworz program McAfee Shredder, kliknij przycisk
Wiasciwosci, a nastgpnie postgpuj zgodnie z instrukcjami wyswietlanymi na ekranie.

Tworzenie kopii zapasowej bazy danych programu
Privacy Service

Bazg danych programu Privacy Service mozna przywroci¢ na dwa sposoby. W przypadku
uszkodzenia lub usunigcia bazy danych wy$wietlany jest monit o przywrdcenie bazy
danych programu Privacy Service. Ustawienia bazy danych mozna tez przywroci¢ podczas
uruchamiania programu Privacy Service.
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Kliknij Narzedzia, a nastgpnie kliknij tacze Kopia zapasowa.

Kliknij przycisk Przegladaj, aby wybra¢ lokalizacjg pliku bazy danych, a nastgpnie
kliknij przycisk OK.

Wprowadz hasto w polu Hasto.
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Narzedzia

Wprowadz ponownie hasto w polu Potwierdz hasto, a nastgpnie kliknij przycisk
Kopia zapasowa.

Kliknij przycisk OK w oknie dialogowym potwierdzenia.
Po zakonczeniu zamknij okno programu Privacy Service.

UWAGA
Hasto nalezy zapamigta¢ i zachowa¢ w tajemnicy. Bez niego nie
mozna przywréci¢ ustawien programu Privacy Service.

Przywracanie kopii zapasowej bazy danych

1

Program Privacy Service udostgpnia dwa sposoby przywracania oryginalnych
ustawien:

¢ Zatadowanie pliku kopii zapasowej bazy danych po wyswietleniu przez program
Privacy Service monitu o przywrocenie ustawien z powodu uszkodzenia lub
usunigcia bazy danych.

¢ Zatadowanie pliku kopii zapasowej bazy danych podczas korzystania z programu
Privacy Service.

Aby przywrocié¢ ustawienia programu Privacy Service po wyswietleniu monitu:

1

2

3

Kliknij przycisk Przegladaj, aby znalez¢ plik.
Wpisz hasto w polu Hasto.

Kliknij przycisk Przywré¢.

W przypadku braku kopii zapasowej bazy danych programu Privacy Service,
zapomnienia hasta do kopii zapasowej lub niemozliwosci przywrocenia bazy danych
usun i ponownie zainstaluj program Privacy Service.

Aby przywrocié ustawienia programu Privacy Service podczas korzystania z niego:

1

2

Kliknij kart¢ Narzedzia.

Kliknij przycisk Przywré¢.

Kliknij przycisk Przegladaj, a nastgpnie wpisz $ciezke i nazwe pliku kopii zapasowe;.
Kliknij przycisk Otwérz.

Wpisz hasto w polu Hasto.

Kliknij przycisk Przywré€, a nastgpnie kliknij przycisk OK w oknie dialogowym
potwierdzenia programu McAfee Privacy Service.
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Opcje uzytkownika

Przedstawione instrukcje nie dotycza administratora.

Uzytkownicy moga zmienia¢ swoja nazwe uzytkownika i hasto. Zaleca si¢ zmiang hasta
po uzyskaniu go od administratora. Zalecane jest takze zmienianie hasta raz w miesiacu
lub gdy istnieje podejrzenie, ze jest ono znane innym osobom. Takie postgpowanie
uniemozliwia innym osobom uzyskiwanie dostgpu do Internetu przy uzyciu cudzej nazwy
uzytkownika.

Zmiana hasta uzytkownika

1 Kliknij prawym przyciskiem myszy ikong programu McAfee, wskaz opcje
McAfee Privacy Service, a nastgpnie wybierz polecenie Opcje.

2 Kliknij kart¢ Hasto i wprowadz stare hasto w polu Stare hasto.
3  Wprowadz nowe hasto w polu Nowe hasto.

4  Wpisz ponownie nowe hasto w polu Potwierdz hasto, a nast¢pnie kliknij
przycisk Zastosuj.

5 Kliknij przycisk OK w oknie dialogowym potwierdzenia. Nowe hasto zostato
utworzone.

Zmiana nazwy uzytkownika

1 Kliknij prawym przyciskiem myszy ikon¢ programu McAfee, wskaz opcjg
McAfee Privacy Service, a nast¢pnie wybierz polecenie Opcje.

2 Kliknij kartg Informacje o uzytkowniku.

3 Wpisz nowa nazweg uzytkownika w polu Nowa nazwa uzytkownika, a nastgpnie
kliknij przycisk Zastosuj.

4  Kliknij przycisk OK w oknie dialogowym potwierdzenia. Nowa nazwa uzytkownika
zostala utworzona.
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Opcje uzytkownika

Czyszczenie pamieci podrecznej

Czyszczenie pamigei podrgcznej jest zalecane, aby dzieci nie miaty dostgpu do stron sieci
Web odwiedzanych przez innych uzytkownikdéw. Aby wyczysci¢ pamigé podrgezna,
wykonaj nastgpujace czynnosci:

1 Otworz program Internet Explorer.

2 Z menu Narzedzia wybierz polecenie Opcje internetowe. Zostanie otwarte okno
dialogowe Opcje internetowe.

3 W sekcji Tymczasowe pliki internetowe kliknij przycisk Usun pliki. Zostanie
wys$wietlone okno dialogowe Usuwanie plikow.

4  Zaznacz pole wyboru Usun cata zawartos¢ offline, a nastgpnie kliknij przycisk OK.

5 Kliknij przycisk OK, aby zamkna¢ okno dialogowe Opcje internetowe.

Akceptowanie plikéw cookie

Ta opcja jest dostgpna tylko w przypadku, gdy administrator zezwala uzytkownikowi na
akceptowanie lub odrzucanie przechwytywanych plikow cookie.

Jesli uzywane witryny sieci Web wymagaja plikdw cookie, mozna zezwoli¢ im na ich
odczytywanie.

1 Kliknij prawym przyciskiem myszy ikong programu McAfee, wskaz opcjg
McAfee Privacy Service, a nast¢pnie wybierz polecenie Opcje.

2 Kliknij kart¢ Zaakceptowane pliki cookie.

3 Wprowadz adres URL witryny sieci Web w polu http://, a nastgpnie kliknij przycisk
Dodaj. Witryna pojawi si¢ na liscie Witryna sieci Web.

Aby usunag¢ witryne sieci Web z tej listy

1 Zaznacz adres URL witryny na liscie Witryna sieci Web.

2 Kliknij przycisk Usun, a nastgpnie kliknij przycisk Tak w oknie dialogowym
potwierdzenia.
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Opcje uzytkownika

Odrzucanie plikdéw cookie

Ta opcja jest dostgpna tylko w przypadku, gdy administrator zezwala uzytkownikowi na
akceptowanie lub odrzucanie przechwytywanych plikéw cookie.

Jesli uzywane witryny sieci Web nie wymagaja plikow cookie, mozna je odrzuca¢ bez
wys$wietlania monitu.

1 Kliknij prawym przyciskiem myszy ikon¢ programu McAfee, wskaz opcj¢ McAfee
Privacy Service, a nastgpnie wybierz polecenie Opcje.

2 Kliknij kartg Odrzucone pliki cookie.

3 Wprowadz adres URL witryny sieci Web w polu http://, a nastgpnie kliknij przycisk
Dodaj. Witryna pojawi sig na liScie Witryna sieci Web.

Aby usunaé¢ witryne sieci Web z tej listy
1 Zaznacz adres URL witryny na liScie Witryna sieci Web.

2 Kliknij przycisk Usun, a nastgpnie kliknij przycisk Tak w oknie dialogowym
potwierdzenia.
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